Identify Suspicious Activity with Cloud-Based Transaction Monitoring

Any organization that moves money is subject to regulatory scrutiny. Jumio Transaction Monitoring provides a complete solution that lets you detect suspicious activity, manage investigations, leverage external data sources and submit regulatory filings – all in the cloud.

Data Ingestion

Use our APIs to securely send us your transactions, customers, accounts, payment methods and other relevant data.

Detection

Our AML experts have created a library of rules to detect suspicious activity or you can tailor custom-built rules to your business needs. Domain-specific models adapt to changing behavior and excel in a wide range of scenarios with superior accuracy.

Investigation & Filing

Our case manager empowers you to investigate suspicious activity, document your findings, complete a workflow and submit regulatory filings – all from a single interface.
Flexible Data Model via APIs
Easily integrate with your existing systems and send data in your preferred format.

Superior Detection with Minimal False Positives
Leverage our library of expert-built rules, configure them to your own thresholds or build your own rules from scratch. The detection process learns as you resolve cases, improving detection and reducing false positives.

External Data Sources
Gain insights through advanced data sources, such as high-risk locations, geolocation and external watchlists.

Blockchain Integration
Seamless integration with industry-leading blockchain analytics partners improves detection and investigation across both fiat and cryptocurrencies.

Intuitive Case Management
Efficiently investigate cases, drill down on related entities, add notes and attachments, escalate to a manager and complete a workflow — all with a comprehensive audit trail of all activity.

Efficient Regulatory Filing
Ease the burden of regulatory filings such as Suspicious Activity Reports (SARs) with our streamlined tool that pre-populates the form with all of the relevant data and electronically submits it to regulators such as FinCEN.

Analytics Dashboards
Maintain oversight of your AML compliance program through analytic dashboards that provide metrics into how the system is being used.

Secure SOC 2 Cloud Deployment
Minimize your IT footprint with our AWS-based platform featuring dedicated environments, SSO support, data encryption, GDPR compliance and SOC 2 Type 2 certification to meet the highest standards of information security.

Use Cases
- AML compliance
- Investigation and case management
- Suspicious activity detection
- Regulatory reporting
- External data integration
- Risk assessment